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Disaster Recovery Overview

- Key concepts for Disaster Recovery
- Metrics for understanding risks
- Configurations for DR systems
- How to setup media enterprise systems for DR
Disaster Recovery Definition

- Disaster recovery is a set of policies, procedures, and systems to enable the continuation of critical business functions.
- Procedures for dealing with disruptions need to be formally documented and verified on a regular basis.
- Personnel need to be trained on how to respond to various types of issues.
## Operational Risks

<table>
<thead>
<tr>
<th>Operational Risks</th>
<th>Example</th>
<th>Solution</th>
</tr>
</thead>
<tbody>
<tr>
<td>Hardware / Software failure</td>
<td>Server crash</td>
<td>Redundant System Components</td>
</tr>
<tr>
<td>Localized outage</td>
<td>Loss of power to a server room</td>
<td>Local System Replication</td>
</tr>
<tr>
<td>Site outage</td>
<td>Hurricane</td>
<td>Regional System Replication</td>
</tr>
</tbody>
</table>
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## Applications for Synchronizing Files

<table>
<thead>
<tr>
<th>Application</th>
<th>OS Availability</th>
<th>Mirror</th>
<th>Sync</th>
</tr>
</thead>
<tbody>
<tr>
<td>robocopy</td>
<td>Win</td>
<td>✔️</td>
<td>✖️</td>
</tr>
<tr>
<td>rsync</td>
<td>Win, Unix, Mac</td>
<td>✔️</td>
<td>✖️</td>
</tr>
<tr>
<td>Unison</td>
<td>Win, Unix, Mac</td>
<td>✔️</td>
<td>✔️</td>
</tr>
</tbody>
</table>
Robocopy Script for Mirroring

echo mirroring system-a to system-a-prime %date% %time%
:start
robocopy \system-a\folder \system-a-prime\folder /e /purge
timeout /T 60 > NUL
goto start
Summary

- Disaster Recovery should be part of every Business Continuity plan.
- Recovery Point and Recovery Time Objectives will help you determine your tolerance to possible data loss and system downtime during a failure.
- Various DR system topologies can be deployed.
- DR solutions are currently available for Media Enterprise Systems, for both local and regional replication.
Questions?